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• DoD Enterprise Architecture Conference, June 2009
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Topics
• Environment
• Joint Systems Engineering Forum (JSEF)
• Joint Architecture Reference Model (JARM)
• Exercising the Model
• Guiding Decisions/Investments 
• Partnership with DoD
• Next Steps
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Environment:  A Federation of Architectures

NSA NGA NRO CIA DIA

Vision:  Every piece of information is discoverable and accessible to every 
appropriately cleared and authorized element of the Integrated Intelligence Enterprise. 
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Joint Systems Engineering Forum (JSEF)
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• Others
…

August 2008 May 2009 September 2009
3 Members 9 Members 16 + Members?

NRO
NGA 
NSA
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The Joint Architecture Reference Model

• Cross-agency dictionary (AV-2)
• Ten-layer model
• Mission threads
• Functional exchanges
• Competency model
• Services taxonomy

The Joint Architecture Reference Model Artifacts 

JARM
AV-2
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The Joint Architecture Reference Model (JARM)

Joint Architecture Reference ModelDNI IC EA
Intelligence Community
Enterprise Architecture

IC Business Reference 
Model - IC Objectives

IC Performance 
Reference Model -
Measures of Success

IC Service Reference 
Model – Functionality

IC Data Reference 
Model - Information 
Holdings

IC Technical Reference 
Model - IT Standards

Agency DoDAF 
Architectures

Technical Services Taxonomy

The JARM provides the framework to evaluate 
acquisitions and analyze performance of the IC enterprise

Enterprise Competency Model

Enterprise Competency Model (ECM) 
provides a categorization of activities that 

occur within the IC Enterprise

Technical Services Taxonomy provides a 
categorization of service implementations 
that realize the activities in the Enterprise 

Competency Model
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Generic Layered Taxonomy Overview

Model For Partner Interoperability of Mission/Business Operations

“Undercarriage” Services
• “Enterprise”-wide software 

and hardware utilizing 
shared networks and 
facilities

• For unique mission 
systems, these layers may 
be dedicated to specific 
operations

Operations-specific Services
• Software performing 

specific activities

Operational Drivers
• Abstract Models and 

Architectures used to build 
the lower layers

• People using IT that is 
provided below

10. Operational Objectives & Policies

9.  Threads and Scenarios

8.  Enterprise Activities and Operations

7. Applications and Content

6.  Frameworks and Content Structure

5.  Applications and Content Enabling Software

4.  Computing and Storage Platforms (HW & OS)

3.  Networks (OSI Layers 2 & 3)

2.  Fiber/Cable Infrastructure (OSI Layer 1)

1.  Facilities Infrastructure (P, S, & C)

Data
Security

Managem
ent
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The Enterprise Competency Model

Developed an integrated enterprise competency model
• Started with over 400 individual agency components and activities
• Established 23 IC competencies
• Identified 185 IC enterprise components
• Defined each of the competencies and components
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Exercising the Model with Mission  Scenarios

• Over a dozen Mission Scenarios identified
• Develop process flows
• Identify Enduring Functional Exchanges (EFEs)
• Identify Barriers (Policy/Practice/Technical)
• Develop Recommendations

Making Architecture Relevant to Mission !
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Guiding Decision Making/Investments

10. Operational Objectives & Policies

9.  Threads and Scenarios

8.  Enterprise Activities and Operations

7. Applications and Content

6.  Frameworks and Content Structure

5.  Applications and Content Enabling Software

4.  Computing and Storage Platforms (HW & OS)

3.  Networks (OSI Layers 2 & 3)

2.  Fiber/Cable Infrastructure (OSI Layer 1)

1.  Facilities Infrastructure (P, S, & C)

Data
Security

Managem
ent

• Some Existing Efforts:
– IC Information Transport 

Services Working Group
– Common Software & Services 

Working Group
– Authentication & Access Tiger 

Team
– Network Integration Steering 

Group
– Facility Technical Exchange 

Meetings

• JARM Provides:
– Organizing construct
– Structure for the flow down of 

required capabilities
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IC/DoD Enterprise Standards Governance

DoD / CIO

IT Standards
Oversight Panel

(ISOP)

IT Standards
Committee (ITSC)

DNI / CIO

IC Enterprise 
Standards
Committee 

(ICESC)

Joint DoD/IC
Standards Secretariat

Technical Working 
Group (TWG)Technical Working 

Group (TWG)Technical Working 
Group (TWG)

National Security Agency
Executive Agent

For ICSR

Defense Information 
Systems Agency (DISA)

Executive Agent 
for DISR 

Red = DoD Elements 

Blue = Joint Elements

Green = IC Elements
ES-ERB, Data Standards Coordinating
Activity, GWG, Etc 

IC/DoD MOA in staffing to engage joint Standards Governance
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Next Steps

• Expand Membership
• Refine Joint Architecture Reference Model
• Perform additional mission thread analyses
• Establish IC Services Registry
• Inform Governance process(es)
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